**STADIU IMPLEMENTARE PROIECT**

***Transfer de know-how România - Republica Moldova în domeniul securităţii cibernetice, protecţiei infrastructurilor critice,******prevenirii și combaterii faptelor de corupție, gestionării situaţiilor de criza și a luptei împotriva criminalităţii grave, inclusiv a terorismului (RO-MD)***

**Obiectiv general**: Consolidarea capacităţii administrative şi operaţionale a MAI din Republica Moldova în domeniul securităţii cibernetice, protecţiei infrastructurilor critice, prevenirii și combaterii faptelor de corupție și al gestionării situaţiilor de criză şi a luptei împotriva criminalităţii grave, inclusiv a terorismului.

**Obiectiv specific**: Transfer de bune practici, know how şi expertiză în domeniile:

* securitate cibernetică;
* protecția infrastructurilor critice naţionale;
* combaterea criminalităţii grave, prin acţiuni în domeniul prevenirii și combaterii faptelor de corupţie;
* gestionarea riscurilor și a situațiilor de criză legate de securitate, inclusiv terorism.

**Buget**: 1.887.272,50 lei

**Perioadă de implementare**: 37 luni, 27.06.2018-26.07.2021

**Lider de proiect**: Direcția Generala de Protecție Internă (DGPI)

**Parteneri implicaţi în proiect**:

* MAI din R. Moldova;
* Serviciul Român de Informaţii (Brigada Antiteroristă și Centrul National Cyberint;
* Centrul Național de Coordonare a Protecţiei Infrastructurilor Critice;
* Direcţia Generală Anticorupţie;
* Direcţia Generală Management Operaţional;

**Grup ţintă**: Personalul MAI al Republicii Moldova.

**Indicatori/rezultate**:

* 25 persoane din MAI R. Moldova instruite în domeniul securităţii cibernetice;
* 25 persoane din MAI R. Moldova instruite în domeniul protecţiei infrastructurilor critice;
* 25 persoane din MAI R. Moldova instruite în domeniul combaterii criminalităţii grave, prin acţiuni în domeniul prevenirii şi combaterii faptelor de corupţie;
* 25 de persoane din MAI R. Moldova instruite în domeniul gestionării riscurilor și a situațiilor de criză legate de securitate, inclusiv terorism.

**Până la data de 15.06.2021 au fost realizate următoarele activități:**

* + conferința de deschidere – septembrie 2018;
	+ trei sesiuni de instruire în domeniul securității cibernetice – noiembrie 2018, februarie 2019 și martie 2021;
	+ două sesiuni de instruire în domeniul protecţiei infrastructurilor critice –aprilie și iulie 2019;
	+ patru sesiuni de instruire în domeniul gestionării riscurilor și a situațiilor de criză legate de securitate, inclusiv terorism – martie, mai, septembrie 2019 și februarie 2020;
	+ trei sesiuni de instruire în domeniul prevenirii și combaterii faptelor de corupție – iunie, octombrie și noiembrie 2019;
	+ două vizite de studiu în România în domeniul securității cibernetice –august 2019 și martie 2021;
	+ patru vizite de studiu în domeniul gestionarii riscurilor și a situațiilor de criză legate de securitate, inclusiv terorism – (2)aprilie 2021 și (2)iunie 2021.